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Configuring Mango 
 
 
 

 
1. Login to MangoApps as an Admin user. 

 

2. From the top right corner move cursor on your account name > List will appear, Click on Manage 
Domain. 
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3. Admin window will open > From the left panel select SSO. 

 

4. Single Sign-On window will open > Click on SAML. 
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5. Fill the template with appropriate values 

Field Name Values 
Allow SAML based federated login Should be checked 
Auto User Provisioning Should be checked 
Provider Other SAML Provider 
Provider Name As mentioned in IdP 
Login Page Auto Re-direct Should be checked 
Issuer URL/EntityID(HTTPS) https://<customer_domain>.mangoapps.com 

 
Assertion Consumer Service URL(HTTPS) 

https://<customer_domain>.mangoapps.com/saml/ 
consume 

SAML 2.0 Endpoint/SSO URL(HTTPS) https://ug1.<customer_domain>.com/saml/login 
Remote Logout URL(HTTPS) https://ug1.<customer_domain>.com/cgi/logout 

 
Authentication Method 

urn:oasis:names:tc:SAML:2.0:ac:classes:PasswordPr 
otectedTransport (Default) 

User Identifier Email 
x509 Certificate Paste IdP certificate 

 
6. Click on Save Settings. 
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